
Online Safety

Welcome



The internet is an amazing place.
Children can play, learn, create and 
connect.  It opens up a whole world 
of exciting possibilities.  

However, with the digital world changing 
all the time, how can we make sure 
we are keeping our children safe?





wƛǎƪǎ ¢ƻ ŎƘƛƭŘǊŜƴ LƴŎƭǳŘŜΧΧΦΦ 

Losing control of pictures/videos they have shared

Cyber bullying
Visiting inappropriate websites

Grooming

Radicalisation

Communicating with strangers

Sharing personal information



Internetmatters.org



ÅReflect on the potential risks for children online. 

ÅShare with you how we teach Online Safety at school. 

ÅEmphasise the importance of communication with your child about 
what they do online.

ÅDiscuss Parental Controls.

ÅKnow what to do if your child encounters a problem online.

Aims



Facts:

1 in 3 internet users are children (Livingstone, S., Carr, J. and 
Byrne, J. (2015))

1 in 8 parents let the children use the internet from the age of 
2 (Hope International)

Research from internetmatters.orgfor Safer Internet Day 2017 found 
that 6 year olds today are as digitally advanced as 10 year olds were 
3 years ago.



In the last 3 years the number of 6 year olds:

Browsing  the internet ςincreased by 48%.
Instant messaging ςincreased by 32%.
Use of  Social media ςincreased by 26%

Only 43% of parents say they ALWAYS supervise their 
ŎƘƛƭŘΩǎ ƛƴǘŜǊƴŜǘ ǳǎŜΦ

In our own e-safety survey (March 18) 20% of parents 
said they do not check what their child is doing online.



Å 34% of children aged 8-12 have a profile on sites that require users to be 
aged 13 or over - e.g. Facebook (Childnet)

Å 13% of UK 9-16 year olds say they have been bothered or upset by 
something online in the past year (Ofcom)

Å More people in the world own a mobile phone than a toothbrush!



What we do at school

All schools play a key role in promoting internet safety.

A whole school approach involves staff, governors, 
parents and pupils themselves all working together to help 
keep young people safe online. 



80% of parents asked in our internet safety survey said that 
they were happy with the level of e-safety training their child 
receives at school.  

16.47% were not  happy 

3.53% were not sure. 

What the staff do at school



Not sure what 
is provided.

Would benefit 
from more 

knowledge in 
this area.

Not totally 
aware of what 
they have had.

It looks like you 
take it really 

seriously.



What The Staff Do at School

ÅE-safety Team
Mr A Bell, 
Mr Coyne, HAJ Head
Miss Christopher, 
Mr Hannam,
Mrs Edwards.

ÅE-safety and acceptable use policies that all staff follow and that the 
E-safety team update.



ÅInformation on internet safety is included on the schools websites and in 
ǘƘŜ ŎƘƛƭŘǊŜƴΩǎ I!{t ōƻƻƪǎΦ

ÅAny E-safety incidents are logged on the same system we log any 
safeguarding incidents at school.  This allows important information to 
be shared securely and safely with the relevant people that need to 
know.

ÅWe employ computer technicians to ensure we have a safe computing 
infrastructure where content is monitored and filtered.  

ÅWe share information with parents about e-safety through parent 
meetings.



Term 1

Each year group (Y1-6) is taught an óOnline Safetyô 

unit.  This forms the basis of the Computing

Curriculum for that term.

What The Children Learn At School



Rec/YR 1  - Learn about some online dangers 
- About ways to stay safe
- About keeping personal information private
- What to do if they see something inappropriate
- Who they should talk to

YR 2        - .ǳƛƭŘ ƻƴ ǘƘŜ ǿƻǊƪ ƻŦ ¸м ŀƴŘΧΧΦΦ
- Learn how to identify what information is ok to share    
and what should be kept private. 

- How to search the internet safely



Lƴ ǘƘŜ WǳƴƛƻǊ ǎŎƘƻƻƭ ǿŜ ŎƻƴǘƛƴǳŜ ǘƻ ōǳƛƭŘ ƻƴ ǘƘŜ ŎƘƛƭŘǊŜƴΩǎ 
experience and awareness.  Each Year group looks at the following 
themes, but at an age appropriate level.  

Year 3 - 6  - use technology safely, respectfully and 
responsibly

- recognise acceptable/unacceptable behaviour

- identify a range of ways to report concerns 
about  content and contact. 



E-safety is then also raised in all the other Computing Units of 

Work that the children are taught, e.g. Data, Media, Impact of 

technologyé



This is the program we follow across Hanham Primary Federation for 

our personal, social, health and economic education.  It includes 

teaching the children about e-safety through many of itôs topics.



National Safer Internet Day 

At Hanham Primary Federation we have an E-safety 

assembly.

This is then followed up by class discussions and teaching 

and learning opportunities back in the classroom for a óSafer 

Internet Dayô.  





What Is Your Role?



ÅSet a good example through your own use of the internet.

ÅKeep the device/s in a high-traffic area of your home.

ÅSet up parental controls for any devices you have that 
connect to the internet(20% of parents at HPF said that 
they have not recently checked the privacy settings of their 
ŎƘƛƭŘǊŜƴΩǎ ŘŜǾƛŎŜǎύΦ

ÅEstablish limits for which online sites children may visit and 
for how long.

Tips for Parents



Å Remember that internet technology can be mobile, so make sure to 
monitor mobile phones, gaming devices, and laptops.

Å Surf the internet with your children and let them show you what 
they like to do online.

Å Know who is connecting with your children online and set rules for 
social networking, instant messaging, e-mailing, online gaming, and 
using webcams.

Å Check the browser search history on a regular basis

Å Turn on Safe Search in Google.



Å The NSPCC advises that talking to your child openly and regularly is the 
best way to keep your child safe online.

Å Their ǿŜōǎƛǘŜ ƛƴŎƭǳŘŜǎ ƭƻǘǎ ƻŦ ǘƛǇǎ ŀōƻǳǘ Ƙƻǿ ǘƻ Ǝƻ ŀōƻǳǘ ǘƘƛǎ ƛŦ ƛǘΩǎ 
something you would find tricky.

Å/9htΩǎ Thinkuknowwebsite also has lots of ideas and tips for starting 
discussions with children.  These are broken down into age bands which is 
useful.

You could share some of their videos with the children.



Parental Controls 
Parental controls can be used to: 

ÅBlock upsetting or harmful content.

ÅControl in-app purchases.

ÅManage how long your child spends online. 

Setting parental controls will be slightly different according to your 

internet provider and the devices you have that connect to the internet 

but they are really easy to set up.

The NSPCC Website includes lots of helpful information about how to set 

up parental controls.  This includes the number for a free helpline if you 
are experiencing any difficulties.

Tel: 0808 800 5002



Even if you have set up parental controls and internet filters there is 
no 100% guarantee that the children will not stumble across 
something that makes them feel uncomfortable. 

IŜƭǇ ƛǎ ŀǘ ƘŀƴŘ ƛƴ ǘƘŜ ŦƻǊƳ ƻŦ ΨǎŀŦŜ ǎŜŀǊŎƘ ŜƴƎƛƴŜǎΩΦ  ¢ƘŜǎŜ ŀƭƭƻǿ 
children to find the relevant information they need in achild-
friendly setting.  They will not display results or images that are not 
appropriate for children.  

¢ƘŜǊŜ ŀǊŜ ƭƻǘǎ ƻŦ ŘƛŦŦŜǊŜƴǘ Ψ ǎŀŦŜ ǎŜŀǊŎƘ ŜƴƎƛƴŜǎΩ ǘƻ ŎƘƻƻǎŜ ŦǊƻƳΦ







The quickest and easiest way to make YouTube more child friendly is to 
enable restricted mode. 
You do this by 
1. Logging in to your YouTube account
2. Clicking on the account Icon on the top right of the screen

3.  Select Restricted mode


